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EDUCATION 
• INDONESIA UNIVERSITY, ACCOUNTING, MASTER 

• BRAWIJAYA UNIVERSITY, ACCOUNTING, BACHELOR 

• STAN, ACCOUNTING, DIPLOMA 

WORK EXPERIENCE
• MERATUS LINE, INTERNAL AUDIT MANAGER, 2019 – NOW

LEAD DIGITAL AND AGILE TRANSFORMATION OF INTERNAL AUDIT 
ADVISOR OF CYBERSECURITY INITIATIVES, ERP TRANSFORMATION

• BP INDONESIA, CONTROLLER, AUDIT LEAD, 2013-2019
SAP TRANSFORMATION, AUTOMATION, FINANCIAL CONTROLS
JV AUDIT, COMPLIANCE AUDIT, CONTROL REVIEW AND ENHANCEMENTS

• PREMIER OIL, TAX SECTION HEAD, 2012-2013
TAX COMPLIANCE MANAGEMENT 
DISPUTE MANAGEMENT 

• CNOOC, HEAD OF AUDIT, 2010-2012 

RISK MANAGEMENT

JV AUDIT, COMPLIANCE AUDIT, IT AUDIT, CONTROL REVIEW AND ENHANCEMENTS

• BPK-RI, AUDIT SECTION HEAD, 1998-2010 
LEAD GOVERNMENT FINANCIAL STATEMENT AUDIT 
LEAD INVESTIGATIVE AUDITS 



3 PILLARS OF CYBERSECURITY



WHAT AND HOW TO AUDIT A 
PEOPLE ASPECT

• Training and Awareness of cybersecurity

• Review training and awareness program performance

• Review the contents (phising, user access, malicious softwares, etc)

• Review the competency test materials

• Review the dashboards contents and updates (visibility of threats)

• Collaborate with IT for ethical phising attempts

• Observe the security behaviours in every audit engagement or in daily 
observations

• Review IT Security competencies

• Review system admin works



WHAT AND HOW TO AUDIT A 
POLICY/PROC ASPECT

• Review policies and implementation of :
• User access management (add, monitor, remove) GTAG 9 Identity and Access 

Management

• Software asset management

• BYOD

• Cloud services

• Change and Patch management

• Review the procedures and implementation of the above. Also review:
• Integration of HR procedures with UAM, BYOD

• Review contract with cloud provider

• Review cloud provider security certification (SOC type 2 should available)

• Review the incident response and procedures



ETHICAL CONSIDERATIONS 

• Confidentiality of data regulated in different regulations (tax, financial 
services, health)

• Menkominfo Regulation 20/2016 : Personal Data Protection in Electronical 
System

• When to tell customer about the data breach incidents?

• Privacy and confidentiality issues when IT can see and tracking your devices, 
including BYOD GTAG 5 Managing and Audit Privacy Risks

• Licensing issue







HOW DO WE AUDIT CYBERSECURITY ?  
ACTIVE AUDITING



ACTIVE AUDITING MODEL WE USED FOR AUDIT, 
INCLUDING IT AUDIT 


